# Week 3: Threat Identification

1. **Threat Presentation (Individual-based):** Prepare to share insights on a cybersecurity threat that includes:

*Nature of the Threat:* Briefly describe the threat and how it functions.

*Potential Impacts:* Highlight how this threat could impact the entity, focusing on its sector, size, and region.

*Critical Relevance:* Discuss why this threat is particularly significant for the hypothetical or chosen entity, supported by insights from discussions with entities, your personal experiences, or information from recent threat reports.

*Peer Feedback:* Actively participate in providing and receiving feedback on the clarity and persuasiveness of the discussions and their justifications.

1. **(Optional) Entity Presentation (Group-based):** Present the sector, region-level location, and size of your chosen entity **without disclosing the name** and explain why it is suitable for your project, considering both the scope of the project and your team’s skill sets.